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Unit I

1. Write short notes on the following with

example :

(a) Polyalphabetic cipher

(b) Vigenere Cipher

(c) Rail Fence Cipher.

2. Discuss AES and its strength.

Unit II

3. Explain Diffie Hellman key exchange algorithm

with example. Also describe its weakness, if

any.

4. Describe RSA and its usage.

Unit III

5. Describe Hash functions and their usage in

security. Explain Secure Hash Algorithm.

6. Explain features of Digital Signature. Describe

any one standard in detail.
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Unit IV

7. Describe Virus and related threats.

8. Write short notes on the following :

(a) MIME

(b) Firewall

(c) X.509.
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