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Unit I

1. What is Cryptography ? Explain various goals

for setting realistic security objectives. 20

2. Explain the following : 20

(a) IP routed configuration

(b) Key recovery

(c) Escrowed encryption

(d) Point to point encryption.

Unit II

3. (a) What are the basic issues with IPSEC

proxy cryptography ? 20

(b) Explain Cryptographic checksums.

4. Explain the following : 20

(a) IP security protocol

(b) IPSEC key management.

Unit III

5. (a) Define and explain Secret key exchange

with RSA Cryptography. 20

(b) Explain Internet and IPSEC firewall.

6. (a) What is Transaction World Wide Web ?

(b) Explain Web browser with SSI. 20

Unit IV

7. (a) What is the basic issue with e-mail

security ? 20

(b) Explain distributing public keys.

8. (a) What are centralized and hierarchical

certification authority ? 20

(b) Explain Public Key Certificates.
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